**LAB 6**

CS545 – Refresh Token (JWT)

Based on your previous lab that you added the authentication using access tokens. Now you can cooperate with your colleagues (groups of 3) to come up with your own implementation of refresh tokens. These tokens should renew the access token when expired without the user interference.

For this assignment you will be providing a brief explanation and should describe the workflow of your implemented model. You have the flexibility to apply any approach as long as it’s reliable and does not violate any coding principles.

After adopting a model, implement it in your project. Since there are no current UIs, you add assumptions or imitate the indented behavior.

You may refer to the demo in the link below to integrate the JWT to your project.

<https://github.com/muhyidean/spring-security-1.git>